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CYBERSECURITY ALERT  

Dear VisualSonics customer, 

FUJIFILM VisualSonics, Inc. ("VSI") is aware of vulnerability CVE-2021-44228, as well as other 
“Log4j2”-related vulnerabilities in Apache and Java.  We have evaluated the potential impact of 
these issues on our imaging systems. 

VSI can confirm that the following currently supported pre-clinical imaging systems are NOT 
AFFECTED: 

Vevo 1100 Vevo 2100 Vevo LAZR Vevo F2 

Vevo 3100 Vevo LAZR-X Vevo 3100LT  

VSI imaging systems do not utilize Apache, Java, or related technologies.  As such, none of our 
equipment is affected by these vulnerabilities. 

VSI is committed to ensuring that our products are safe, secure, and reliable.  We will continue to 
monitor the situation with these vulnerabilities, and will release subsequent notifications as 
needed. 

Should you have any questions in the interim, please contact VSI technical support: 

website:  www.visualsonics.com/support 

email:  support@visualsonics.com 

phone:  NA: 1 866.416.4636 

 EU: +800.0751.2020 

 ROW: +1 416.484.5000 

 


